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SUMMARY

In the past, the majority of an
organization's IT infrastructure was
located on-site, and clouds were simply
fluffy white objects in the sky.
Nowadays, practically all of your
systems and operations may be run on
cloud-based platforms.
Three contemporary but distinctive
approaches to describe how you might
use the cloud for your organisation are
presented by SaaS, PaaS, and IaaS. 
It is crucial to keep in mind that the
majority of companies utilising cloud-
based platforms combine SaaS and IaaS
cloud computing service models, and
many also hire developers to build apps
utilising PaaS.



IaaS (Infrastructure as a Service)

IaaS, commonly referred to as cloud
infrastructure services, offers
consumers cloud-based substitutes
for on-premise, physical
infrastructure. This enables
organisations to acquire resources
as needed rather than incurring the
higher expense of having to
purchase and maintain hardware.

Highly flexible and highly scalable.
Accessible by multiple users.
Cost-effective.



The most flexible cloud computing model
Easy to automate deployment of storage,
networking, servers, and processing
power
Hardware purchases can be based on
consumption
Clients retain complete control of their
infrastructure
Resources can be purchased as-needed
Highly scalable

 IaaS requires businesses to manage
their infrastructure, which can be time-
consuming and complex.
While IaaS providers offer security
measures, businesses are still
responsible for securing their
applications and data.



PaaS (Platform as a Service)

Platform as a Service, or PaaS, offers
programmers a foundation for creating
original apps. PaaS is a platform that
developers may use to build online
software and apps rather than a service
that delivers software over the internet.

Accessible by multiple users.
Scalable — customers can choose
from various tiers of computing
resources to suit the size of their
business.
Built on virtualization technology.
Easy to run without extensive system
administration knowledge.



PaaS tools are very easy to use and sign-up for.
Developers can collaborate with other
developers on a single app.
Developers can easily customize and update
apps without thinking about software upkeep on
the backend. Just code and go.
If the app grows in adoption and usage, PaaS
platforms offer great flexibility and scalability.

You only have control over the code of the
app and not the infrastructure behind it.
Only small to medium-sized firms should
use it. 
The PaaS organization stores your data,
which can pose a security risk to your app’s
users. 
The PaaS terms of service can limit the
customizations you can make.



SaaS (Software as a Service)

Available over the Internet.
Hosted on a remote server by a third-party
provider.
Ideal for small businesses or startups who cannot
develop their own software applications.
Scalable, with different tiers for small, medium
and enterprise-level businesses.
Inclusive, offering security, compliance and
maintenance as part of the cost.

The most popular cloud service is SaaS, usually
referred to as cloud application services. Users can
access software through SaaS systems, often for a
monthly subscription charge.
 
Since they often operate directly from a user's web
browser and are ready to use, businesses may
avoid having to download or install any additional
software. 



You don’t have to manage or upgrade the
software. This is typically included in a SaaS
subscription or purchase.
It won’t use any of your local resources, such
as space on your physical server (if you have
one).
It’s extremely easy to find and purchase a
SaaS product.
Your IT team won’t have to worry about
the upkeep of a SaaS product.

SaaS tools may be incompatible with other
tools and hardware already in use at your
business.
Integrations are typically up to the provider,
so it’s impossible to “patch” an integration
on your end.
You’re at the mercy of the SaaS company's
security measures — if a leak happens, all of
your data may be exposed


